
Privacy Policy

1.Data Controller
This Privacy Policy is designed to help you understand how Velocit Piotr Bochenek
(“Velocit”, “we”, “us”, or “our”) collects, uses, and shares your personal information and to
help you understand and exercise your privacy rights. We also inform you that all collected
data will be processed by Velocit in its capacity as a data controller.

2.Contact
If you have any questions about our privacy practices or this Privacy Policy, or to exercise
your rights as detailed in this Privacy Policy, please contact us at:

● contact@velocit.dev
● +48 728-857-378
● mail: Przygraniczna 18C/2 32-085 Modlnica Polska

3.Security of your personal information
We take steps to ensure that your information is treated securely and in accordance with this
Privacy Policy. Unfortunately, no system is 100% secure, and we cannot ensure or warrant
the security of any information you provide to us. To the fullest extent permitted by applicable
law, we do not accept liability for unauthorized access, use, disclosure, or loss of personal
information.

By providing personal information to us, you agree that we may communicate with you
electronically regarding security, privacy, and administrative issues relating to your use of our
Services. If we learn of a security system’s breach, we may attempt to notify you
electronically by posting a notice on our Services, by mail, or by sending an email to you.

4.Purposes and legal basis for processing
We will process your personal data in order to send you a newsletter that you have
subscribed to on our website, which may also contain commercial information. The basis for



data processing for this purpose is our legitimate interest which is the possibility of sending a
newsletter to people who are interested in receiving it.

5.Recipients of data

Velocit will transfer your personal data to data processors involved in the providing services
for us (such as IT service providers, marketing agencies) . These entities will process your
personal data pursuant to execute data processing agreements with Velocit and exclusively
based on instructions issued by Velocit.

6. Your rights
You have the following rights related to the processing of personal data:

● the right to access your personal data
● the right to rectification of your personal data
● the right to erasure of your personal data
● the right to demand the restriction of the processing of your personal data
● the right to object to the processing of your data for marketing purposes
● the right to object to the processing of your data due to your particular situation

If you think that your personal data is not processed by Velocit in accordance with applicable
data protection laws, please be informed that you have the right to lodge a complaint with
the personal data protection authority in Poland, i.e. the President of the Office for Personal
Data Protection (Prezes Urzędu Ochrony Danych Osobowych, 2 Stawki St., 00- 193
Warszawa, Poland). If you reside in the European Economic Area, you can also lodge a
complaint with a data protection authority in your country of residence.

7.Transfer of personal data outside the
European Economic Area (EEA)

Your personal data will only be transferred to entities outside the EEA that provide the
appropriate level of personal data protection required in the European Union (EU).

Your personal data will be transferred to the United States (US) to data processors of Velocit,
such as marketing service providers, provided that these entities participate in the
European-US Privacy Shield Program established by the US Department of Commerce
regarding the transfer of data from the EEA to the US. For more information on the Privacy
Shield Program, please visit https://www.privacyshield.gov/.

According to Commission Implementing Decision (EU) 2016/1250 of 12 July 2016 pursuant
to Directive 95/46/EC of the European Parliament and of the Council on the adequacy of the



protection provided by the EU-U.S. Privacy Shield, the United States ensures an adequate
level of protection for personal data transferred under the EU-US Privacy Shield from the
Union to self-certified organizations in the United States.

Therefore the transfer of data to entities located in the US which are participants of the
Privacy Shield does not require further safeguards.

8.Retention of your data

Your data will be processed until you opt out the newsletter. If you let us know that you are
not interested in receiving the newsletter, we will delete your data immediately.

9.Updates to this Privacy Policy
We may revise this Privacy Policy from time to time at our sole discretion. If there are any
material changes to this Privacy Policy, we will notify you as required by applicable law. You
understand and agree that you will be deemed to have accepted the updated Privacy Policy
if you continue to use our Services after the new Privacy Policy takes effect.


